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**✅ Extensions Manager Accessed:**

* **Browser Used:** Google Chrome
* **URL:** chrome://extensions/

**🔍 Extensions Found:**

| **Extension Name** | **Status** | **Reason for Action** |
| --- | --- | --- |
| Adblock Plus | Kept | Trusted & used regularly |
| PDF Converter Pro | Removed | Not in use, unnecessary permissions |
| Weather Now | Removed | Suspicious name, unknown developer |
| Grammarly | Kept | Actively used, trusted source |
| Auto Translate Tool | Removed | Caused redirects, unnecessary |

**⚠️ Red Flags Noticed in Removed Extensions:**

* Asked permission to read **all websites visited**
* Caused **random redirections**
* Developer info missing or unclear

**💡 What I Learned about Malicious Extensions:**

* Can act like spyware or adware
* May steal login info or private data
* Often disguised as useful tools (e.g., "Weather", "Converter")
* Performance improves after removing them

**🚀 Post-Cleanup Result:**

* Browser opens faster
* Fewer ads/pop-ups
* No unexpected redirects
* Security improved

**✅ Conclusion:**

Regularly checking your browser extensions helps keep your system **secure** and your browsing experience **smooth**. Always **remove anything suspicious** and check what **permissions** each extension asks.